
SETTLEMENT AGREEMENT AND GENERAL RELEASE OF ALL CLAIMS

1. Parties

This Settlement Agreement and General Release is entered into between plaintiffs
PHILLIP BEVERLY and ROBERT BIONAZ (“PLAINTIFFS”), and individual defendants,
WAYNE D. WATSON, former President of Chicago State University (“CSU”); PATRICK
CAGE, former Vice President for Labor and Legal Affairs and General Counsel of CSU;
JANELLE CARTER, former Associate General Counsel of CSU; and individuals currently
serving in the official capacity as CSU President, General Counsel and Associate General
Counsel (collectively “DEFENDANTS”).

2. Claims

2.1 PLAINTIFFS filed an action in the United States District Court, Northern District of 
Illinois, No. l:14-cv-04970, entitled Beverly, et al, v. Watson, et al. (“Action”).

2.2 The parties wish to resolve all disputes and claims between them, including those arising 
from and/or relating to the Action.

3. Settlement Terms

3.1 This settlement is a compromise of disputed claims and is not an admission by any party 
of any liability.

3.2 The parties have negotiated revisions to the CSU Computer Usage Policy attached hereto 
as Exhibit A, and to CSU’s Electronic-Harassment/Cyberbullying Policy attached hereto 
as Exhibit B, and agree to abide by their terms (the “NEW POLICIES”).

3.3 Within 60 days of execution of this Settlement Agreement and Release, CSU shall take 
all steps necessary to enact and adopt the NEW POLICIES, upon which they will take 
effect immediately, and will, within three (3) business days of enactment and taking 
effect, be posted to CSU’s website at https://www.csu.edu/itd/policies, in place of the 
previous policies challenged in PLAINTIFFS’ lawsuit.

3.4 CSU will not revert to the previous policies challenged in PLAINTIFFS’ lawsuit. CSU 
also will promptly remove superseded or inconsistent versions of CSU policies from all 
CSU webpages, handbooks, guides, and similar materials.

3.5 CSU will agree to provide training within three (3) months of dismissal of this case to 
personnel who will be responsible for enforcing these policies, including employees in 
the Office of the President, Office of the Provost, and Legal Affairs regarding the terms 
of the NEW POLICIES.

3.6 CSU shall furnish Payment of $650,000.00 in full, final, and complete settlement of all of 
PLAINTIFFS’ claims, including but not limited to those arising from or relating to the
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Action. Payment shall be made to “DAVIS WRIGHT TREMAINE LLP” within ten (10) 
business days of receiving PLAINTIFFS’ signature on this Settlement Agreement and 
Release.

3.7 The parties shall bear their own costs, expenses, and attorneys’ fees.

3.8 PLAINTIFFS hereby release and forever discharge the State of Illinois, the Board of 
Trustees of Chicago State University on behalf of Chicago State University, and each of 
their agents, attorneys, current and former employees, officers, directors, trustees, 
auxiliary organizations, insurers, representatives and all persons acting by, through, 
under, or in concert with any of them, including individual named defendants WAYNE 
D. WATSON, PATRICK CAGE, and JANELLE CARTER (collectively the “CSU 
Released Parties”) from any and all manner of claims, actions, obligations, attorneys’ 
fees, damages or liabilities of any kind whatsoever, whether known or unknown, fixed or 
contingent, which plaintiffs may have or claim against CSU Released Parties, or any of 
them, arising out of, based on, or related to the Action or those facts and circumstances 
alleged therein.

3.9 PLAINTIFFS represent and warrant that they have not assigned or otherwise transferred, 
by way of subrogation, operation of law, or otherwise, any right to any other person or 
entity to assert any of the claims in this Act against any of the DEFENDANTS. 
PLAINTIFFS further represent and warrant that they have not initiated any litigation 
against any Defendant other than this Action and will not initiate any such proceeding or 
litigation in the future in regard to any claim released hereunder.

3.10 PLAINTIFFS agree to dismiss the Action with prejudice within five (5) business days of 
receiving the Payment specified by Section 3.4 above or receiving notice that the website 
has been updated as specified by Section 3.2, whichever is later, and DEFENDANTS 
shall dismiss their appeal, and the parties agree to take, or cause their counsel to take, all 
further steps and execute all other documents reasonably necessary to accomplish the 
dismissals.

4. General Terms

4.1 PLAINTIFFS and DEFENDANTS represent and warrant that they have been represented 
by counsel and that they have read and understand the content of this Agreement and 
General Release and voluntarily entered into it.

4.2 This Agreement and General Release shall be interpreted under the laws of the State of 
Illinois.

4.3 This Agreement and General Release constitutes the entire under standing and agreement 
of the parties and supersedes any and all prior or contemporaneous agreements or 
understandings. This Agreement shall be deemed to have been drafted by all parties 
hereto.

4.4 The parties acknowledge that there have been no other promises made between them 
about the settlement of the claims described above other than those expressly referred to 
herein.
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4.5 Modifications and/or amendments to this Agreement and General Release must be in 
writing signed by all parties.

4.6 This Agreement and General Release may be signed in counterparts and each counterpart 
shall be deemed an original. Facsimile signatures shall be/peemed to be original 
signatures. /

Dated:
/f

D. WATSON, Defendant

Dated: _____________________________ ___________________________
PATRICK CAGE, Defendant

Dated: _____________________________ ______________________________
JANELLE CARTER, Defendant

Dated: _____________________________ _________________________________________
ZALDWAYNAKA SCOTT, President of 
Chicago State University

Dated: _____________________________ ____________________________
PHILLIP BEVERLY, Plaintiff

Dated: _____________________________ ___________________________
ROBERT BIONAZ, Plaintiff
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PATRICK CAGE, Defendant

.TANELLE CARTER, Defendant

Dated:

ZALDWAYNAKA SCOTT, President of 
Chicago State University

Dated:

PHILLIP BEVERLY, Plaintiff

Dated:

ROBERT BIONAZ, Plaintiff
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Dated:

Dated:

Dated:

Dated:

WAYNE D. WATSON, Defendant

PATRICK CAGE, Defendant

—>J^ELLECARTER, Defendant

ZALDWAYNAKA SCOTT, President of 
Chicago State University

PHILLIP BEVERLY, Plaintiff

ROBERT BIONAZ, Plaintiff



4.5

4.6

Dated;

Dated:

Dated:

Dated:

Dated;

Dated:

Modifications and/or amendments to this Agreement and General Release must be in 
writing signed by all parties.

This Agreement and General Release may be signed in counterparts and each counterpart 
shall be deemed an original. Facsimile signatures shall be deemed to be original 
signatures.

WAYNE D. WATSON, Defendant

PATRICK CAGE, Defendant

JANELLE CARTER, Defendant

PHILLIP BEVERLY, Plaintiff

ROBERT BIONAZ, Plaintiff



4.6 This Agreement and General Release may be signed in counterparts and each counterpart 
shall be deemed an original Facsimile signatures shall be deemed to be original 
signatures.

Dated: ___________ ______________ _ ____________________________
WAYNE D. WATSON, Defendant

Dated: __________________ _ _____________________________
PATRICK CAGE, Defendant

Dated: ______________________ ___ ____________________________
JANELLE CARTER, Defendant

Dated:

Dated: December 23, 2018

Dated: .............................................. ...... ................................................
ROBERT BIONAZ-, Plaintiff

ZALDWAYNAKA SCOTT, President of 
Chicago State University

PHILLIP BEWBEB
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4.6 This Agreement and General Release may be signed in counterparts and each counterpart 
shall be deemed an original. Facsimile signatures shall be deemed to be original 
signatures,

Dated:

Dated:

Dated:

Dated:

Dated:

Dated: December 21,. 2018

WAYNE D. WATSON, Defendant

PATRICK CAGE, Defendant

JANELLE CARTER, Defendant

ZALDWAYNAKA SCOTT, President of 
Chicago State University

PHILLIP BEVERLY, Plaintiff
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APPENDIX A



Chicago State University Computer Usage Policy

Introduction

This policy defines the boundaries of acceptable use of Chicago State University 
computing and communication resources, including computers, data storage systems, 
mobile devices, electronic data, networks, electronic mail services, electronic 
information sources, voice mail, telephone services, and other communication 
resources. In addition, this policy reflects the goal of CSU to foster academic freedom 
while respecting the principles of freedom of speech and the privacy rights of CSU 
students, faculty, employees, courtesy affiliates, and guests.

CSU’s computing and communication resources are the property of CSU. They 
are to be used for the advancement of CSU’s educational, research, service, community 
outreach, administrative, and business purposes. Computing and communication 
resources are provided for the use of faculty, staff, currently admitted or enrolled 
students, and other properly authorized users. When a user’s affiliation with CSU ends, 
CSU will terminate access to computing and communications resources and accounts. 
CSU may, at its discretion, permit the user to have access to accounts and e-mail 
forwarded or redirected for a limited period of time.

The Information Technology Department (ITD) is responsible for the 
maintenance and security of CSU’s central computing and communications resources. 
This includes recommendations for effective practices by its users, which include 
faculty, staff, students, and affiliates. This policy is designed to aid the university 
community in protecting the confidentiality, availability, and integrity of university 
information resources.

Users of CSU’s computing and communications resources are required to 
comply with this policy, other applicable CSU and Chicago Board of Trustees policies, 
and state and federal laws. When necessary, enforcement will be consistent with other 
applicable CSU administrative policies and procedures.

Reguirements and Prohibited Uses

Requirements for the Use of CSU Computing and Communications 
Resources

1. Users must comply with all applicable local, state, and federal laws and 
regulations, and with CSU and Board of Trustee policies.

2. Users must respect academic freedom and free speech rights.



3. Users must be truthful and accurate in personal and computer identification.
4. Users must respect the rights and privacy of others, including intellectual 

property and personal property rights.
5. Users must not compromise the integrity of electronic networks, must avoid 

restricted areas, and must refrain from activities that may damage the network, or 
transmitted or stored data.

6. Users and individuals responsible for system administration must maintain the 
security of accounts and are required to protect and regularly change their 
account passwords according to standards maintained by ITD.

7. Users, once aware of a security concern, must notify ITD of information security 
concerns including, but not limited to, breaches of sensitive data or compromised 
accounts.

8. Users are responsible for the protection, security, and integrity of university data 
and resources under their control according to the standards maintained by ITD.

Prohibited Uses of CSU Computing and Communications Resources

1. Unlawful communications, including threats of violence, obscenity, child 
pornography, and harassing communications, are prohibited.

2. Use of CSU computer resources for private business or commercial activities, or 
for fund-raising or advertising on behalf of non-CSU organizations, is prohibited.

3. The unauthorized reselling of CSU computer resources is prohibited.
4. Unauthorized use of university trademarks or logos and other protected 

trademarks and logos is prohibited.
5. CSU Web pages may link to commercial Web sites, but any link that generates, 

or has the potential to generate, revenue to CSU or to any individual or company, 
including click trade or banner advertising, must be approved by Purchasing and 
Finance.

6. College and department Web sites may include links to commercial Web sites to 
provide information related to the mission or function of the college or academic 
or administrative unit. Any link that generates, or has the potential to generate, 
revenue to the college or academic or administrative unit must be approved 
through Purchasing and Finance.

7. Any alteration of addresses, uniform resource locator (URL), or other action that 
masks the csu.edu domain as a host site is prohibited unless authorized by ITD.

8. Unauthorized anonymous and/or pseudonymous communications are prohibited. 
All users are required to cooperate with appropriate CSU personnel or other 
authorized personnel when investigating the source of anonymous messages.

9. Misrepresenting or forging the identity of the sender or the source of an 
electronic communication is prohibited.

10. Unauthorized attempts to acquire and use passwords of others are prohibited.
11. Unauthorized use and attempts to use the computer accounts of others are 

prohibited.



12. Altering the content of a message originating from another person or computer 
with intent to deceive is prohibited.

13. Unauthorized modification or deletion of another person’s files, account, or news 
group postings is prohibited.

14. Use of CSU computer resources or electronic information without authorization or 
beyond one’s level of authorization is prohibited.

15. Interception or attempted interception of communications by parties not 
authorized or intended to receive them is prohibited.

16. Making CSU computing resources available to individuals not affiliated with CSU 
without approval of an authorized CSU official at or above the level of 
dean/university librarian or director is prohibited.

17. Compromising the privacy or security of electronic information is prohibited.
18. Infringing upon the copyright, trademark, patent, or other intellectual property 

rights of others in computer programs or electronic information (including 
plagiarism and unauthorized use or reproduction) is prohibited. The unauthorized 
storing, copying, or use of audio files, images, graphics, computer software, data 
sets, bibliographic records, and other protected property is prohibited except as 
permitted by law.

19. Interference with or disruption of the computer or network accounts, services, or 
equipment of others is prohibited.

20. The propagation of computer “worms” and “viruses,” the sending of electronic 
chain mail, denial of service attacks, and inappropriate “broadcasting” of 
messages to large numbers of individuals or hosts are prohibited.

21. Failure to comply with requests from appropriate CSU officials to discontinue 
activities that threaten the operation or integrity of computers, systems, or 
networks, or that otherwise violate this policy is prohibited.

22. Revealing passwords or otherwise permitting the use by others (by intent or 
negligence) of personal accounts for computer and network access without 
authorization is prohibited.

23. Altering or attempting to alter files or systems without authorization is prohibited.
24. Scanning of networks, networked devices, or applications for security 

vulnerabilities without specific authorization by the ITD is prohibited.
25. Attempting to alter or connect any computing or networking components 

(including, but not limited to, bridges, routers, DHCP servers, wireless access 
points, and hubs) on the CSU network without approval of the ITD is prohibited.

26. Installation or alteration of wiring, including attempts to create network 
connections, or any extension or retransmission of any computer or network 
services without the approval of the ITD is prohibited.

27. Conduct leading to disruption of electronic networks or information systems is 
prohibited.

28. Conduct leading to the damage of CSU electronic information/data, 
computing/networking equipment, and resources is prohibited.



Prohibited Access

CSU may restrict access from within its network to any sites in furtherance 
of this policy. A user may contact ITD to request access to a restricted site or to 
report that a site was restricted in error.

Information Posted to CSU Computers or Web Pages

Restriction on Use of CSU Web Pages

CSU Web pages may be used only for CSU business and only authorized 
individuals may modify or post materials to these pages. No other pages may suggest 
that they are university Web pages. If confusion is possible, pages should contain a 
disclaimer and links to CSU sites.

Responsibilities of Individuals Posting Materials

By posting materials and using CSU computing facilities, the user represents that 
he or she has created the materials or that he or she has the right to post or use the 
materials. The storage, posting, or transmission of materials must not violate the rights 
of any third person in the materials, including copyright, trademark, patent, trade 
secrets, and any rights of publicity or privacy of any person. The materials posted must 
not be defamatory, libelous, slanderous, or obscene.

Prohibition against Commercial Use

The site may not be used for unauthorized commercial purposes.

University Control of CSU Web Pages

The use of the site is at the sole discretion of CSU. CSU does not guarantee that 
the user will have continued or uninterrupted access to the site. The site may be 
removed or discontinued at any time at the discretion of CSU in accordance with CSU 
policy, or as needed to maintain the continued operation or integrity of CSU facilities.

CSU makes reasonable efforts to protect the integrity of the network and related 
services, but CSU cannot guarantee backup, disaster recovery, or user access to 
information posted on personal computers or Web pages.

Access to services and file storage may be approved for emeriti, retired staff, 
alumni, and guests.



Electronic Mail and Electronic Communications

Conditions for Restriction of Access to Electronic Mail

Access to CSU e-mail is a privilege that may be wholly or partially restricted 
without prior notice and without consent of the user:

1. if required by applicable law or policy
2. if a reasonable suspicion exists that there has been or may be a violation of law, 

regulation, or policy

or

3. if required to protect the integrity or operation of the e-mail system or computing 
resources or when the resources are required for more critical tasks as 
determined by appropriate management authority.

Access to the e-mail system may require approval of the appropriate CSU 
supervisory or management authority (e.g., department head, system administrator, 
etc.).

Conditions for Permitting Inspection, Monitoring, or Disclosure

CSU may permit the inspection, monitoring, or disclosure of e-mail, computer 
files, and network transmissions when:

1. required or permitted by law, including public records law, or by subpoena or 
court order

2. CSU or its designated agent reasonably believes that a violation of law or policy 
has occurred

or

3. necessary to monitor and preserve the functioning and integrity of the e-mail 
system or computer systems or facilities.

All computer users agree to cooperate and comply with CSU requests for access 
to and copies of e-mail messages or data when access or disclosure is authorized by 
this policy or required or allowed by law or other applicable policies.

CSU Responsibility to Inform of Unauthorized Access or Disclosure

If CSU believes unauthorized access to or disclosure of information has occurred 
or will occur, CSU will make reasonable efforts to inform the affected



computer account holder, except when notification is impractical or when notification 
would be detrimental to an investigation of a violation of law or policy.

Prohibition against Activities Placing Strain on Facilities

Activities that may strain the e-mail or network facilities more than can be 
reasonably expected are in violation of this policy. These activities include, but are not 
limited to: sending chain letters; “spam," or the widespread dissemination of unsolicited 
e-mail; and “letter bombs" to resend the same e-mail repeatedly to one or more 
recipients.

Confidentiality

Confidentiality of e-mail and other network transmissions cannot be assured. 
Therefore all users should exercise caution when sending personal, financial, 
confidential, or sensitive information by e-mail or over the network.

Electronic Information as Illinois Public Record

Most electronic information (e.g., e-mail) produced in the course of university 
business is considered an Illinois public record, and must be stored or deleted in 
accordance with Illinois public records law. Consult with the university archivist for 
guidance on procedures for external storage or deletion of public records.

Right to Examine Computers and Equipment

University-owned computers and equipment may be examined to detect illegal 
content and to evaluate the security of the network. Networks, networked devices, and 
applications may be scanned for vulnerabilities as authorized by the ITD.
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Anti-Bullying Policy
It is the policy of Chicago State University that no student, faculty or staff member should be subjected 
to bullying or harassing behavior by any other student, faculty or staff member. Furthermore, no person 
should engage in any act of reprisal or retaliation against a victim, witness or anyone with information 
about an act of bullying or harassing behavior.

Definitions

“Bullying or harassing behavior” is defined as any pattern of gestures or written, electronic or verbal 
communications, or any physical act or any threatening communication, or any act reasonably perceived 
as being motivated by any actual or perceived differentiating characteristic, that takes place on any 
property owned or controlled by Chicago State University, or during any activity in whatever place 
sponsored by, directed or controlled by CSU, and that also fulfills one of the following conditions:

• Places a student, faculty or staff member in actual and reasonable fear of harm to his or her person or 
damage to his or her property

• Creates or is certain to create a hostile environment by substantially interfering with or impairing a 
student’s educational performance, opportunities or benefits

“Hostile environment” is defined as the condition wherein the victim subjectively views the conduct as 
bullying or harassing behavior and the conduct is objectively severe or pervasive enough that a 
reasonable person would agree it is bullying or harassing behavior.

“Suitable party” is defined as a person with responsibility to prevent bullying or harassing behavior 
within or during a particular activity, class, building or function. In the case of a student being subjected 
to bullying or harassing behavior, a suitable party might be an instructor, residence hall staff or a 
counselor. In the case of a faculty or staff member being subjected to bullying or harassing behavior, a 
suitable party might be a dean, academic chair or a superior.

Approved


