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5.03:44 

Giving, taking or acquiring possession of, without permission, any academic (tests, research papers, 
notes, books, periodicals, or etc.,) or personal information, passwords, confidential documentation, or 
financial materials from an office, student worker or employee of the University. This would include 
copyright violations and security access to university systems. 

5.03:45 

Unauthorized access to or misuse of university computers, computer systems, networks or services. 
This includes services such as Facebook, Instagram, Snapchat, etc. Students using computer 
resources at the University must have an account issued to them and must abide by the terms and 
conditions stated on the account authorization form. All admitted students automatically have an 
account issued upon admission approval and therefore are required to use this University assigned 
account for computer resources at the University. All students must abide by the terms and 
conditions stated in the Technology Acceptable Use Policy found at http://ulm.edu/it/use-
policy.html 
NOTE: Any violation or abuse of university computing equipment, or any breach of security 
regarding university computers can result in the loss of privilege to use university computing resources 
or in more serious disciplinary action. 

5.03:46 Failure to comply with directions of University Officials acting in the performance of their duties. 

5.03:47 Attempting to commit, aiding, planning, or inciting others to commit, or attempt to commit any 
act of misconduct set forth above. 

Finally, to preserve the educational environment of the University community, a student or student 
organization may be formally charged with a violation of the ULM Code of Student Conduct and referred to a 
hearing before the appropriate University Administrator or the appropriate University Unit for possible 
disciplinary action when as a result of misconduct the student or student organization is: 
5.03:48 Convicted of a felony. 

5.03:49 
Formally charged by civil authorities with the commission of a felony of such nature that the 
student’s or student organization’s continued presence at the University is potentially dangerous to 
the health, safety, and educational environment of the University community. 

5.03:50 

When there is strong convincing evidence that the student or student organization against whom civil 
authorities have not brought charge or imposed penalties has committed a crime of such nature that the 
student’s or student organization’s continued presence at the University is potentially dangerous to the 
health, safety, and educational environment of the University community. 

5.03:51 
Sexual misconduct, dating violence, domestic violence, stalking, sexual assault, sexual harassment, 
non-consensual sexual contact, sexual exploitation and/or as defined in the university Sexual 
Misconduct Policy. 

5.03:52 

Cyberstalking 
Use in electronic mail or electronic communication of any words or language inflict bodily 
harm to any person or to such person’s child, sibling, spouse or dependent, or physical injury 
to the property of any person, or for the purpose of extorting money or other things of value 
from any person. 
2. Electronic mail or electronic communication to another person repeatedly, whether or not 
conversation ensues, for the purpose of threatening, terrifying, or harassing any person. 
3. Electronic mail or electronic communication to another and to knowingly make any false 
statement concerning death, injury, illness, disfigurement, indecent conduct or criminal conduct 
toward the person electronically mailed or of any member of the person’s family or household with 
the intent to threaten, terrify or harass. Knowingly permit an electronic communication device under 
the person’s control to be used for the taking of an action as noted in 5.03:45, and 46. 
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