
  
 
 
 

 Surveillance and other types of observation.  
 Use social networking sites and technology to track you.  

 
Cyberstalking: Using the Internet or other electronic means to harass someone. 

                                         
 
Student Contractual Agreement. All students or student organizations planning to conduct programs on or 
off the university campus requiring a contractual agreement with non-university agencies, must obtain 
permission of the Dean of Students. 
 
Student Posting. Posters, banners, or any other printed material may only be displayed on bulletin boards 
inside authorized university operated buildings or on authorized buildings. Trash receptacles are specifically 
unauthorized display areas. 
 
Theft. Theft or attempted theft. Theft is defined as the wrongful taking and carrying away of the personal 
goods or property of another. Theft violations include but are not limited to:  

 Attempted or actual theft of university property or services or property belonging to any member of 
the university community.  

 Misappropriation of funds or receipt of funds through fraudulent or dishonest means. 
 The unauthorized possession of university property or property belonging to any member of the 

university community.  
 Unauthorized use or abuse of computer time and/or computer systems, information, passwords, or 

computerized data.  
 Obtaining or attempting to obtain telephone service by any devious means, including but not limited 

to, unauthorized charging of another person for service, utilizing fraudulent mechanical means to 
gain service, and/or tampering with connections, facilities, or documents. 

 Any student found responsible for violating this policy may be subject to a $100 fine, restitution of 
the fair market value of the stolen property, educational sanctions, and additional sanctions. 

 
Threats or intimidation. All hostile, threatening, or intimidating behavior that, by its very nature, would be 
interpreted by a reasonable person to threaten or endanger the health, safety, or well- being of another.  
Examples of such behavior may include, but are not limited to:  
 Act(s) that alarms or seriously disrupts another person’s ability to participate in any aspect of university 

life. 
 Communicating verbally (either directly or indirectly) through another party, by telephone, or electronic 

mail, voice mail or any verbal, mechanical, electronic, or written communication in a manner that would 
restrict or deny any individual’s access to educational resources, university activities, and university-
related opportunities. 

 
Trespassing. Wrongful and/or any unauthorized entry onto university property, including the residential 
halls, or the property of another. Students may not violate an administrative trespass issued by a university 
official or a criminal trespass order issued by UPD.   
 
Unauthorized Use of JSU’s Name. Non-recognized student organizations using the name of the university 
or attempting to use the name of the university without the express written consent of the university.  
 
Unauthorized Activity. Non-recognized student organizations participating or attempting to participate in 
activities reserved for recognized student organizations. Student organizations that have been suspended or 
dismissed are considered organizations not recognized by the university. 
 
Unauthorized Entry into Water Feature Areas 

To ensure safety, and to protect JSU property from damage, tampering with or unauthorized entry into any 
campus area that has a water feature such as a fountain, pond, creek, or pool for any reason, during any 
season is prohibited.  Individuals or groups entering the water in any way or placing any objects, substances, 


